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 The growing number of vehicles in developing countries causes a slew of 

issues, including the parking system. The current parking system is mostly 

manual, requires human intervention as a security system, and does not 

provide information about available parking areas. Their problems cause 

nonoptimal parking management. Furthermore, it can lead to income loss and 

criminal acts. This study addresses one of the possible solutions by using the 

internet of things (IoT) concept. The parking system is built by utilizing a 

smart card, machine-to-machine (M2M) communication, and cloud 

monitoring. As a result, the smart parking system prototype has been 

provided. The parking system business process can be done automatically, 

and it provides a more secure parking security system. The proposed parking 

system architecture also provides a practical system. The system only took 

around 1 second to perform the data transmission between nodes.  
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1. INTRODUCTION 

The growing number of vehicles in developing countries has created new issues. One of the biggest 

problems is the parking. The majority of developing countries face parking issues such as a traditional 

ticketing parking system, unmanaged parking areas, ineffective use of parking lots, parking security systems, 

and disobedient parking users. Nonetheless, parking is one of the retributions collected by the local 

government in some countries, such as Indonesia. Furthermore, an unmanaged parking system can cause 

regional income loss and criminal acts. Nowadays, the most common parking system in developing countries 

relies on manual ticketing systems both in on-street parking and parking areas. This parking system uses a 

paper ticket as a parking receipt. In terms of security, mainly in the parking area, parking users take the 

parking ticket at the parking gate before entering the parking area. The ticket will be checked by a security 

guard before the users can leave the parking area. The biggest problem with this system is that parking users 

should keep a piece of paper until they leave the parking area. Moreover, the ticket doesn’t guarantee 

security. As long as someone has the ticket, they can leave the parking area, even drive other cars [1], [2]. 

From the parking user's point of view, sometimes it is hard to know the available parking slots. The current 

system doesn’t tell parking users about the exact available slots. Therefore, parking users take a long time to 

find an available slot. The available parking slot information is ideally shown to parking users before 

entering the parking area. It can be done by monitoring all parking slots in the parking area. This is the main 

challenge of an advanced parking system. The internet of things (IoT) may be the best approach to solving 

this issue. 

https://creativecommons.org/licenses/by-sa/4.0/
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IoT is a paradigm to make a machine able to communicate with another machine. It is known as 

machine to machine (M2M) communication [3]. It is widely adopted in many fields, such as home 

automation, industrial automation, health care, even the parking system [4]-[8]. IoT is also able to allow a 

common electronic device to be remotely controlled. By using sensors and gateways, it guarantees that users 

are able to manage the devices by sharing information between the devices. This paradigm is also referred to 

as smart devices. Combining smart devices into a smart environment not only advances device utilization, 

but also improves the user experience. 

A smart parking system is a system that utilizes the IoT concept to manage the parking area. It can 

automate the parking gate, record the transaction, validate or authorize the parking user, or even send 

information about available parking slots [9]-[11]. In this study, we describe the design of a smart parking 

system using the IoT concept to enhance the parking system by automating parking records and improving 

the security system by utilizing a smart card. The smart parking system will provide fully automatic with 

secure control and the ability to monitor the system using an online monitoring system. It is also designed to 

minimalize the use of the internet on the part of users. The smart parking system was also brought in to 

manage the multiple numbers of a parking lot, allowing it to maximize the parking lot's utility. This study 

aims to understand the architecture and communication between various hardware, software, and 

communication protocols to develop an ideal smart parking system. 

 

 

2. RESEARCH METHOD 

In this study, we focused on applied research. We focus on the application of smart cards and the 

internet of things (IoT) to the smart parking system. This study was done by implementing, testing, and 

evaluating the ability of smart card and IoT concepts to solve a practical problem in the parking management 

system. 
 

2.1.   Smart card design 

In this study, we designed a smart card parking system that is only accessible by authorized users. 

Therefore, we need a device to prove user identity. There are numerous alternatives to providing proof of 

identity, such as barcodes, quick response (QR) codes, or smart cards and QR codes are the simplest solution. 

However, local storage on another device or a cloud service is required to store user identity. It leads to 

communication problems due to the internet connection as a parking area is placed on the ground. Moreover, 

a smart card device is able to store a small amount of information. It is often embedded with radio frequency 

identification data (RFID) for data communication and data storage [12]. The advantages of RFID compared to 

barcodes and QR codes are able to perform many-to-many communication. Hence, it can be read by many 

readers [1], [13]. It also doesn’t need an internet connection to do the data exchange. Another advantage of 

RFID based smart cards is their wireless data transmission. These abilities of RFID based smart cards are 

ideal as proof of identity in the smart parking system. 

We utilized a mifare-based smart card. Table 1 shows the data stored on the smart card in our 

design. The Mifare smart card is able to store 1024 bytes of data divided into 16 sectors [14]. Each sector is 

divided into 4 blocks. In our smart card design, we only employ one sector. Moreover, we divided the smart 

card’s blocks into two purposes. The first purpose is to store authentication data. We use the first block to 

store authentication data. The authentication data is static data that will be written one time during smart card 

personalization. The authentication data takes 16 bytes of data. The second purpose is to store transactional 

data. The transactional data reserves 3 blocks of data. The transactional data stores 7 types of information, 

which are the vehicle registration number, transaction date, the vehicle's status, parking gate number, the 

user’s ID number, smart card expired date, and smart card status. Vehicle status records information about 

vehicles that enter and exit the parking lot. Moreover, the smart card status stores information about the 

active status of the smart card in our smart parking system. Table 1 displays detailed data on the amount of 

data stored on the smart card.  
 

 

Table 1. Smart card data design 
No Data Type Length 

1 Vehicle Registration Number ASCII 10 

2 Transaction Date Hexadecimal 4 

3 Vehicle in Status Numberic 1 

4 Parking Gate Number Numeric 1 

5 The User’s ID Number ASCII 18 

6 Smart Card Expired Date Hexadecimal 4 

7 Smart Card Status Numeric 1 
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According to the Indonesian government, the vehicle registration number in Indonesia consists of a 

regional code, registration number, and an expired date. However, in this study, the smart card-only stores a 

regional code and a registration number. The combination of regional code and registration number can be 7 

characters or 10 characters in length. The format of the registration number is "L NNNN LL" or "LL NNNN 

LLL where the first and the second digit of "L" is a regional code. The "N" is the random registration 

number. The last "L" is a sub-regional code. The regional and sub-regional codes are presented in the Latin 

alphabet and regional numbers are presented in numerical numbers from 0 to 9. For example, N 1234 A is a 

vehicle that was registered in city of Malang. N is the regional code for Malang, 1234 is the random register 

number, and A is the sub-region of city of Malang. As explained before, it should be known that the vehicle 

registration number consists of the Latin alphabet and a numerical number. Therefore, we store the vehicle 

registration number in ASCII format. The current transaction date will be used to write the transaction date 

data. It occurs every time the user taps the smart card into the reader on the smart parking gate. It means that 

transaction date data will be overwritten every time new transactions occur. We use the DDMMYY format to 

store transaction date data and it takes only 4 bytes of data. Moreover, we use a hexadecimal format to store 

transaction dates for efficiency purposes. Vehicle status is the boolean value of a vehicle entering or leaving 

the parking area. Since the Mifare smart card is unable to store a boolean data type, we use a single byte of a 

numerical data type to store the data. The "0" value is for a vehicle's leaving status. The "1" value is for the 

vehicle's entering status. Parking gate number data is another type of numerical data. It only takes 1 byte of 

data, as in our smart parking system. The user's ID number uses an ASCII format to store the data. We 

designed it to take 18 bytes of ASCII format data to store the information. The ASCII format was employed 

to make the user's ID data more robust. The data type for smart card expiration date data is transaction date 

data. The last data that is stored on the smart card is the smart card's status. Since it only keeps active status 

data, we only need a single byte of a numerical data type. The data format is identical to the vehicle's status. 
 

2.2.   Smart parking system design overview 

The smart parking system utilizes multiple sensors and gateways in order to make the system run 

seamlessly. It should be able to use multiple communication protocols to fulfill user requirements. In this 

study, the system relies on multiple groups of devices connected over a network that is controlled by an 

application using a specific protocol based on their roles. As shown in Figure 1, we divide the system into 

four major groups: sensor nodes, client nodes, gateways, and servers. The sensor node is used to collect 

information and display the results from the server. The sensor node can not directly connect to the server 

due to different types of protocols. Therefore, the communication between the sensor node and the server will 

be handled by the gateway. The gateway is able to communicate using multiple protocols for message 

exchange. The client node is a node that can directly communicate with the server. In this system, we use a 

client node to personalize the smart card and monitor the system. The server collects all information from the 

sensor node and client node. It is also able to send requested information from the sensor and client node. 

 

 

 
 

Figure 1. Smart parking design overview 

 

 
2.3.   Communication protocols 

The internet of things (IoT) system development is based on real-time, yet reliable communication 

protocols. There are many protocols that can be used in the IoT system. However, the selection of protocols 

suitable for development purposes is challenging and it is a difficult task for the developer to choose an 

effective one. The reason for these difficulties is the nature of the IoT system, and it depends on IoT 

messaging requirements. Unlike the Web system, which utilizes a single simple standard protocol, the 

hypertext transfer protocol (HTTP), the IoT system can not rely on a single protocol for all purposes [15]. 

This is because the sensor node in the IoT system can be used for many types of network communication. 

Therefore, there is one standard that must be provided by IoT system protocols. They should be fast and 
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reliable for business transactions [16]. Protocols that provide fast and reliable transactions include the 

advanced message queuing protocol (AMQP) and the java message service. Moreover, numerous protocols 

have been designed for data collection purposes, especially from the sensor node. Protocols focused on data 

collection include message queueing telemetry transport (MQTT) and constrained application protocol 

(CAP). Some protocols are designed for instant messaging and online presence, such as the extensible 

messaging and presence protocol (XMPP) and the session initiation protocol (SIP) [16]. However, in some 

cases, the IoT system requires a user interface (e.g. the web) to administer the services. Therefore, these 

systems require web applications through an internet service, representational state transfer (REST), which 

runs over HTTP [17], [18], is the most popular architecture for data exchange [17], [18]. REST implements 4 

essential components to perform data exchange, which are uniform resource locator (URL), HTTP verb, 

HTTP response, and various data formats (e.g. extensible markup language (XML) or javascript object 

notation (JSON)) [19], [20]. Because of its numerous requirements, the IoT system cannot rely on a single 

protocol. 
 

2.4.   Smart parking architechture 

The complete architecture of the smart parking system is shown in Figure 2. The architecture is 

divided into four groups, as mentioned in section 2.2. The first group is the sensor nodes. It consists of 2 

roles. The first role is the smart parking gate system and the second role is information display. The second 

group is the gateway node. The gateway node acts as a message broker for sensor nodes and a cloud service. 

The third group is the server node, which collects and processes the data from the sensor node. The last group 

is the client, which is an application that can be used by the smart parking system administrator. 
 

 

 
 

Figure 2. Smart parking architechture 
 

 

2.4.1. Sensor node 

We employ NodeMCU as a sensor node controller. The smart card reader is placed on the smart 

parking gate system. It can be found at both the entry and exit gates. It is used to read the user's smart card 

data before the user enters the parking area. We utilize the PN532 module as a smart card reader. PN532 is a 

module for contactless communication at 13.56 Mhz which includes microcontroller functionality based on 

80C51 with 40Kb of ROM and 1Kb of RAM [21]. The information display node reads the data from the 

server and displays it to the user. The information that is outgoing or incoming to the sensor node will be 

processed by the broker through the MQTT protocols. MQTT works as a publish/subscribe mechanism for 

machine-to-machine (M2M) communication. MQTT clients publish a message to the MQTT broker, which 

forwards the message to the other clients. The message is published using a certain address, called a topic. 

MQTT clients can subscribe to multiple topics to receive every message published by the broker. The MQTT 

protocol is suitable for communication between the sensor node and the broker due to the small amount of 

header for data transfer. In this architecture, we employ Mosquitto as a message broker system. Mosquitto 

was chosen because it was an open-source project that anyone could use and modify. It is also suitable for 

low power single board to full server specifications. It also uses TCP as a transport protocol and employs 

TLS/SSL to secure its communication. 
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2.4.2. Gateway node 

The Raspberry Pi was employed as a gateway node. In our architecture, the gateway node acts as an 

MQTT broker and an AMQP client. The gateway, as an MQTT broker, serves as both a publisher and a 

subscriber, depending on the sensor node's perspective. The MQTT broker acts as a subscriber while 

receiving a message from a smart parking gate system. However, it also acts as a publisher while sending a 

message to a smart parking information display node from a cloud service. The gateway node is also in 

charge of sending and receiving data from the cloud service via the AMQP protocol. When compared to the 

nodeMCU, a microcontroller, the Raspberry Pi has several advantages as a gateway node. The Raspberry Pi 

is a single-board computer that has enough memory to perform several tasks. We employ a 4GB memory 

version of the Raspberry Pi to handle communication tasks on both MQTT and AMQP. The AMQP protocol 

was used due to its ability to support a request/response architecture and also a publish/subscribe  

architecture [22]. Compared to other protocols such as MQTT, HTTP, or CoAP, AMQP offers a more secure 

communication protocol [23]. AMQP employs various approaches to TLS negotiation as well as a single port 

TLS model, Pure TLS and WebSocket tunnel TLS [23]. Because of the wide range and variety of messaging 

services, AMQP has been chosen as a business standard [24]. It is suitable for communication between a 

lightweight IoT node and a web client/server through a request/response architecture. In this research, we 

used RabbitMQ as an AMQP protocol broker. The RabbitMQ was installed on the cloud server.  

 

2.4.3. Server node 

The server node employs Docker as a container system. We virtualize all the servers for the smart 

parking system using a Docker container system. We use a container system to increase the effectiveness of a 

single server instance [25]. It is also easier to maintain the process and communication between the 

virtualized servers. In our smart parking system, we employ 4 servers, which are the database server, the 

main server, the AMQP broker server, and the recapitulation server. The main server is responsible for 

performing data transactions, including smart parking system personalization and monitoring. The AMQP 

broker server is responsible for managing communication between the main server and the gateway node. It 

acts both as a publisher and a subscriber. It acts as a publisher when sending a message to the gateway. On 

the other hand, it acts as a subscriber when it receives a message from the gateway and recapitulation server. 

Moreover, the AMQP broker server also communicates with the main server to send data from the gateway. 

In this case, communication occurs using REST. The recapitulation server manages all of the transactions 

occurring in the smart parking system. 

 

2.4.4. Client node 

As shown in Figure 2, the smart parking system has two client nodes, which are personalization and 

web monitoring nodes. The personalization client was employed in the registration system. It performs smart 

parking registration and writes data to the smart card for the users. We employ a python-based desktop 

application as a personalization client. The personalization client is attached to the smart card writer. We also 

use the PN532 module on this client. The details about the data on the smart card were already discussed in 

the previous chapter. The data collected from personalization was sent to the main server using an application 

programming interface (API) based on the REST architecture. For security and processing reasons, we use a 

REST-based API rather than directly accessing the database server. 

As a monitoring node, a monitoring application was created. We utilize a web application to create a 

monitoring note. It contains a dashboard for the smart parking system administrator to monitor the system 

and transactional data. We employ the Java programming language and the REST API to communicate from 

the monitoring client to the main server. 

 

2.5. Data communication 

The smart parking system communicates with each order using MQTT, AMQP, and REST, as 

explained in the previous section. Communication between nodes occurs as a result of a specific topic, most 

notably on a sensor node, gateway node, and server node. The communication between nodes can be divided 

into 3 main pairs of nodes. The first pair of nodes are the sensor node and the gateway node. As mentioned 

before, the communication in this pair uses the MQTT protocol. Therefore, it uses a certain topic to send and 

receive the data, which is parking/trx and parking/rekap. The smart parking gate system publishes data to the 

gateway node using the parking/trx topic. It contains smart card data combined with a smart card serial 

number and a CRC32 value as a data corruption detection algorithm. The data was sent using this following 

format:  

 

smart_card_serial_number#vehicle_registration_number#trascation_date#vehicle_in_status#gate_number#id

#exp_date#card_status#crc32_value. 
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 Moreover, gateway node also able to publish a data. It is used to send information from the server 

node to the sensor node. It happens when the parking/recap topic is used. The information was sent using the 

javascript object notation (JSON) format and it was displayed on the information display. It contains the 

transaction ID, the transaction date, the gate ID, the gate name, the number of parking slots used, the number 

of available parking slots, and the current time. 

The second pair are the gateway node and the server node. These pairs employ AMQP protocols to 

communicate with each other. The gateway node sends the data to the server node using the 

parkingQueueTrx topic. It contains the card serial number, gate number, transaction date, status, and CRC32 

data. The communication between the gateway node and the server node is managed by the broker server. 

The broker server subscribes to the parkingQueueTrx topic to receive the data. Moreover, the data is 

forwarded to the main server through the POST method of REST. The data was collected and processed on 

the main server before being returned to the gateway node. The previously processed data is returned to the 

broker's server. It was published using the parkingQueueRekap topic. It contains information about the 

transaction date, gate number, gate code name, and parking slot availability number. Furthermore, REST 

communication was used to communicate between a server and a server. 

The third pair is the server node and the client node. In this pair, we employ the HTTP protocol 

through REST for information exchange. Both personalization and monitoring applications are able to 

request information from the server node served by the main server. They use HTTP methods such as GET 

and POST to receive information and send data to the main server. 
 

 

3. RESULTS AND ANALYSIS 

The smart parking prototype employs desktop and web applications at the client node. The desktop 

application was used as a smart card personalization system. Figure 3 shows the interface of the 

personalization client. The "Perso Kartu" interface is the interface to write data to a smart card, as shown in 

Figure 3(a). It contains a UUID, Name, Student ID, Birthdate, Licence Number (vehicle license plate 

number), and Sex. Figure 3(b) shows the interface to read smart card data. The web application was used to 

manage a smart parking system in real-time. The Web application shows information about available parking 

slots for each parking area managed by a smart parking system. Moreover, it also provided a smart parking 

administrator with information about the transactional data in the smart parking system. Transactional data 

was obtained from the gateway node. Figure 4(a) and Figure 4(b) show the web monitoring application 

dashboard and the transactional interface sequentially. 

 

 

  
(a) (b) 

 

Figure 3. Smart parking system personalization interface: (a) smard card write data interface and 

(b) smart card read data interface 
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(a) 

 

 
(b) 

 

Figure 4. Web monitoring application: (a) dashboard interface and (b) transcation data interface 

 

 

Figure 5 depicts the entire prototype of a smart card parking system capable of simulating real-

world conditions. The initial condition of the smart parking gate is closed, as shown in Figure 5(a). To enter 

the parking area, users must have a smart card that is already registered in the smart parking system. The 

smart card acts as a user and vehicle identifier to open the parking gate. Therefore, only known users can 

enter or leave the parking area. The authorized user is able to open the gate as shown in Figure 5(b). 

Furthermore, the data on the smart card was read by the smart parking gate and the data was sent to the 

gateway. As described in section 2.5, we employ the MQTT protocol to send the data from the sensor node to 

the gateway using the parking/trx topic. Table 2 shows the message published to the gateway node by using 

the parking/trx topic. The data is then forwarded to the server node using the AMQP protocol using the 

parkingQueueTrx topic. Table 3 shows the message example sent from the gateway node to the server node 

through the parkingQueueTrx topic. Finally, the data will be collected by the server node and it can be 

requested by a web monitoring application. 
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Furthermore, information about slot availability in a specific parking area is displayed in the 

information display. The information was sent from the server node to the AMQP broker using the 

parkingQueueRekap topic. Table 3 shows the information details sent using parkingQueueRekap. The 

gateway node which subscribes to parkingQueueRakap forwarded the information to information display 

using parking/rekap topic through MQTT protocol. The details of the information are shown in Table 2. 

Smart parking data transactions also occur during parking checkouts. In this scenario, the system changed the 

vehicle's status and updated the transaction date record on the smart card and the server node. 

In ideal conditions, data transmission should be as quick as possible in real-world conditions. In order 

to measure data transmission performance in our system, we perform data logging for each data transmission 

lifecycle. A total of 54 pieces of information have been gathered. It found that data transmission between the 

sensor node and the gateway node (vice versa) took around 1 second. Moreover, it took 7.53 ms to transmit data 

from the gateway node and the server node and 7.51 ms to transmit data from the server node to the gateway 

node. The outcome demonstrates that a smart parking architecture is viable enough to be put into practice. 
 

 

Table 2. MQTT topics 
Topic Message Example 

parking/trx 0b7e7c22#AB1234YQ#1601992316#1#K001#1341180009#1745544405#1#2128116156 

parking/rekap [{"id":1,"tanggal":"2020-10-06","kode":"K001","nama":"kantongku","terisi":3,"sisa":7,"catat":"15:32:28"}] 

 

 

Table 3. AMQP topics 
Topics Message Example 

parkingQueueTrx {"serial": "0b7e7c22", "kode_gate": "K001", "tanggal_transaksi": "2020-10-06 14:09:28", "status": true, 

"crc32": "253664524"} 

parkingQueueRekap [{"id":1,"tanggal":"2020-10-06","kode":"K001","nama":"kantongku","terisi":3,"sisa":7,"catat":"15:32:28"}] 

 

 

  
  

(a) (b) 

 

Figure 5. The prototype of smart parking system: (a) smart parking closed gate scenario, 

(b) smart parking opened gate scenario 
 

 

4. CONCLUSION 

In this study, a smart parking system was designed using the IoT concept. It employs several nodes, 

including a sensor node and a gateway node, to record and display information about the parking lot's 

availability. This can be useful for a user who wants to park their vehicle in a certain parking area. The 

transaction data can also be used to predict peak session times, allowing parking lot managers to plan ahead 

of time. This study also presented a simple security system using a smart card. It demonstrates that the use of 

smart cards can prevent unauthorized users from checking out or inspecting the parking area. Furthermore, 

the study will be focused on additional features of the smart parking system. It can focus on additional 

features related to system security, such as automatic detection of vehicle license plate numbers. It can 

increase smart parking security when combined with a smart card. 

 

 

ACKNOWLEDGEMENTS 

The research was financially supported by DIPA Swadana Inovatif, Politeknik Negeri Malang under 

grant no. 023.18.2.677606/2020. 



Indonesian J Elec Eng & Comp Sci  ISSN: 2502-4752  

 

Development of smart parking system using internet of things concept (Dwi Puspitasari) 

619 

REFERENCES 
[1] Setiadi H., Priyandari Y., and Cahyono S. I., “Implementation of Parking System Based on Radio Frequency 

Identification (RFID) at the Faculty of Engineering Sebelas Maret University,” ITSMART: Jurnal Teknologi dan 

Informasi, vol. 6, no. 1, pp. 39-44, 2017, doi: 10.20961/itsmart.v6i1.12048.  

[2] Bandyopadhyay S., and Bhattacharyya A., “Lightweight Internet protocols for web enablement of sensor using 

constrained gateway devices,” International Conference on Computing, Networking and Communications (ICNC), 

San Diego, 2013, doi: 10.1109/ICCNC.2013.6504105.  

[3] Elakaya R. J. S, “Smart Paking System using IoT,” International Journal of Engineering and Advanced 

Technology, vol. 9, no. 1, pp. 6091-6095, 2019.  

[4] Ferreira H. G., Canedo E. D., and Sousa R. T., “IoT achitecture to enable intercommunication through REST API 

and UPnP using IP, ZigBee and arduino,” IEEE 9th International Conference on Wireless and Mobile Computing, 

Network, and Communications (WiMob). Lyon, 2013, doi: 10.1109/WiMOB.2013.6673340.  

[5] Foster A. “Messaging Technologies for the Industrial Internet and the Internet of Things Whitepaper,” PrismTech, 2014.  

[6] Glória A., Cercas F., and Sauto N., “Design and Implementation of an IoT gateway to create smart environment,” 

The 8th International Conference on Ambient System, Network and Technologies, Madeira, 2017,  

doi: 10.1016/j.procs.2017.05.343.  

[7] Grigorik I., “Making the web faster with HTTP 2.0,” Communications of the ACM, vol. 56, no. 12, pp. 42-49, 2013, 

doi: 10.1145/2534706.2534721.  

[8] Habibzadeh H., Dinesh K., Shishvan O. R., Boggio-Dandry A., Sharma G., and Sayota T., “A Survey of Healthcare 

Internet of Things (HIoT): A Clinical Perspective,” IEEE Internet of Things Journal, vol. 7, no. 1, pp. 53-71, 2020, 

doi: 10.1109/JIOT.2019.2946359.  

[9] Han N. S, “Semantic Service Provisioning for 6LoWPAN: Powering Internet of Things Application on Web,” 

Paris: Institut National des Télécommunications, 2015.  

[10] Kanan R., and Arbess H. “An IoT-Based Intelligent System for Real-Time Parking Monitoring and Automatic 

Billing,” IEEE International Conference on Informatics, IoT, and Enabling Technologies (ICIoT). Doha, 2020,  

doi: 10.1109/ICIoT48696.2020.9089589.  

[11] Mangwani P. “Smart Parking System Based on Internet of Things,” International Journal of Applied Engineering 

Research, vol. 13, no. 12, pp. 10281-10285, 2018.  

[12] Mars G., Sampat A. P., Potluri S., and Panda D. K., “Scaling Advanced Message Queuing Protocol (AMQP) 

Architecture with Brokern Federation and Infiniband,” Topology, 2010.  

[13] Mayub A., Fahmizal, Shidiq M., Oktiawati U. Y., and Rosyid N. R., “Implementation smart home using internet of 

things,” Telecommunication Computing Electronics and Control, vol. 17, no. 6, pp. 3126-3136, 2019,  

doi: 10.12928/telkomnika.v17i6.11722.  

[14] Mazlan M. S., Hamid I. R., and Kamaludin H., “Radio Frequency Identification (RFID) Based Car Parking System,” 

International Journal on Informatics Virtualization, vol. 2, no. 4, p. 322, 2018, doi: 10.30630/joiv.2.4-2.173.  

[15] Naik N., “Migrating from Virtualization to Dockerization in the cloud: Simulation and Evaluation of Distributed 

Systems,” IEEE 10th International Symposium on the Maintenance and Evolution of Service Oriented and Cloud-

Based Environments, Raleigh, 2016, doi: 10.1109/MESOCA.2016.9.  

[16] Naik N., “Choice of effective messaging protocols for IoT systems: MQTT, CoAP, AMQP, and HTTP,” IEEE 

International Systems Engineering Symposium. Vienna, 2017, doi: 10.1109/SysEng.2017.8088251.  

[17] Naik N. and Jenkins P., “Web protocols and challenges of Web latency in the Web of Things,” Eighth International 

Conference on Ubiquitous and Future Network (ICUFN). Vienna, 2016, doi: 10.1109/ICUFN.2016.7537156.  

[18] NXP Semiconductors, “MF1ICS50 Functional Specification,” 2008.  

[19] Basavaraju S. R., “Automatic Smart Parking System using Internet of Things,” International Journal of Scientific 

and Research Publication, vol. 5, no. 12, pp. 629-632, 2015.  

[20] Setiadi H., Priyandari Y., and Cahyono S. I., “Implementation of Parking System Based on Radio Frequency 

Identification (RFID) at the Faculty of Engineering Sebelas Maret University,” ITSMART: Jurnal Teknologi dan 

Informasi, vol. 6, no. 1, pp. 39-44, 2017, doi: 10.20961/itsmart.v6i1.12048.  

[21] Sivakami N., “Comparative Study of Barcode, QR Code, and RFID System in Library Enviroment,” International 

Journal of Academic Research in Library & Information Science, vol. 1, no. 1, pp. 1-5, 2018.  

[22] Sohan S. M., Maurer F., Anslow C., and Robillard M. P., “A study of the effectiveness of usage example in REST 

API documentation,” IEEE Symposium on Visual Languanges and Human-Centric Computing (VL/HCC), Raleigh, 

2017, doi: 10.1109/vlhcc.2017.8103450.  

[23] Wamba S. F., “Achieving supply chain integration using RFID technology: The case of emerging intelligent B‐to‐B 

e‐commerce processes in a living laboratory,” Business Process Management Journal, vol. 18, no. 1, pp. 58-81, 

2012, doi: 10.1108/14637151211215019.  

[24] Xu H., Yu W., Griffith D., and Golmie, N., “A Survey on Industrial Internet of Things: A Cyber-Physical Systems 

Perspective,” IEEE Access, vol. 6, pp. 78238-78259, 2018, doi: 10.1109/ACCESS.2018.2884906.  

[25] Zanella A., Bui N., Castellani A., Vangelista L., and Zorzi M., “Internet of Things for Smart Cities,” IEEE Internet 

of Things Journal, vol. 1, no. 1, pp. 22-32, 2014, doi: 10.1109/JIOT.2014.2306328. 

 

 

  

https://doi.org/10.1145/2534706.2534721
http://dx.doi.org/10.1109/VLHCC.2017.8103450
https://doi.org/10.1108/14637151211215019


                ISSN: 2502-4752 

Indonesian J Elec Eng & Comp Sci, Vol. 24, No. 1, October 2021: 611 - 620 

620 

BIOGRAPHIES OF AUTHORS 
 

 

Dwi Puspitasari received bachelor degree from Department of Informatics Engineering, 

Institut Teknologi Sepulurh Nopember in 2004 and master degree from Department of 

Informatics Engineering, Institut Teknologi Sepuluh Nopember in 2011. Research interests 

include data science, Artificial Intelligence, and computer vision. 

  

 

Noprianto received bachelor degree from the Technical Information, AKAKOM Yogyakarta, 

in 2007 and M.Eng. degree in Electrical and Information Technology Engineering 

Departement, Gadjah Mada University in 2017. His research interests are Computer Vision, 

Internet of Things, and Sofware Engineering 

  

 

Muhammad Afif Hendrawan received bachelor degree from Department of Information 

Systems, Institut Teknologi Sepulurh Nopember in 2015 and master degree from Department 

of Electrical Engineering, Institut Teknologi Sepuluh Nopember in 2017. His research interest 

are in the area of artificial intelligence, edge computing, signal processing, and brain computer 

interface. 

  

 

Rosa Andrie Asmara received the B.E. degree in electronics engineering from Brawijaya 

University, Malang, Indonesia, and the M.S. degree in Multimedia engineering, from Institute 

of Technology Sepuluh Nopember, Surabaya, Indonesia, in 2004 and 2009, respectively. 

Graduated from Saga University, Japan from Computer Science Department in 2013 and 

become researcher in System Creation Laboratorium until 2014. Currently a lecturer in the 

Informatics Management field, Dept of Electrical Engineering at State Polytechnics of Malang, 

Indonesia, started from 2005. Over 11 years on the institutions, have principally taught courses 

dealing with Computer Architecture and Organizations, Operating Systems, Computer 

Networking, Programming and Algorithms, Database, Web Programming, and Computer 

Graphics. Research interests include signal processing, image processing, parallel processing, 

Artificial Intelligence and computer vision. 
 


