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 Submarine Wireless Sensor Networks (SWSNs) have earned important 

concentration of both university and manufacturing in current years. In this 

paper, we introduce intensity and trustworthiness awake delay perspective 

(ITADP) routing protocol for submarine WSNs. We get inspiration from 

Submarine Opportunistic Routing (SOR) protocol that explains expected 

end-to-end latency from Sender sensor to sink. We consider two faults in 

SOR. Initially, in SOR protocol, sensor transmit the information to 

intermediate node that have higher trustworthiness missing the depth of the 

forwarder node, thus create more hop counts. The coordination time of 

intermediate sensor cluster is second fault that increases the latency. Thus, 

we introduce Intensity and trustworthiness awake routing in submarine 

WSNs. 
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1. INTRODUCTION 

 Submarine Wireless Sensor Networks (SWSNs) used to observe the vast unfamiliar submarine field 

of the ground. SWSN facilitates broad range of applications such as environment observing, aided 

navigation, quarry detection, and calamity prevention [1], [2]. The acoustic signals contribute a lot of 

disputes owing to fixed bandwidth, bit error rate (BER) and high mobility. Additionally, the substitute or 

charging of sensor batteries is a confused work that makes energy expenditure difficulty [3], [4]. As a result, 

investigate a new routing protocol for SWSNs is a vital problem. Energy-efficient Routing protocol used to 

improve the QoS requirements of event-driven applications [5]. In [6], [7] address the problem of the 

transmission over a point-to-point lossy long-delay. To diminish the predictable time to completion, they find 

out the period of successive cycles, during that based on the last acknowledgement established from the 

receiver, the source can broadcast a number of unnecessary packets, and stops transmitting to start to note the 

Acknowledgement [8]. 

 

 

2. PROPOSED METHOD 

 In this segment, we explain Intensity and trustworthiness awake delay perceptive routing in detail. 

The goal of our work is to expand the system throughput of delay delicate applications in UWSNs. Each 

neighbor hub of source hub shapes a group and figures the coordination delay between the hubs inside its 

group. The coordination delay between each forwarder hub expands the delay that diminishes the throughput 

of submarine opportunistic routing. Nevertheless, in ITADP we exclude the coordination delay among the 

transmission hubs and utilize the intensity mindfulness and steadfastness interface parameter to diminish 

number of hubs and enhance the throughput.  
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The design of our system is talked about in first subsection. On the optimum rod geometry for 

practical lightning protection systems [9]. The introduction and design of the system is portrayed in course 

setup stage. In last subsection, information sending system is talked about. 

 

 

3. NETWORK DESIGN 

In ITADP, a static sink occupies on the surface of water that contains both acoustic and radio 

modems. Acoustic modem is used to transmit the information to submarine sensor nodes while radio modem 

is used for communicate with onshore information center. Here, 1000 sensor nodes are randomly distributed 

in a network, which is recognized the needed data from the surrounding, and forward that data to static sink 

via intermediate nodes in multi-hop manner.  

 

 

 
Figure 1. Information Transmission in submarine WSN 

 

 

3.1. Path Setup Stage 

Sensor nodes are finding their intensity from their depth sensor and then transmit a control packet in 

its communication range. The control packet contains sender identity, intensity, as well as neighbor count. 

All sensor nodes keep a list of its neighbors and their information.  

 

3.2. Information Sending Stage 

In information sending stage, the sensor nodes recognized the wanted information from the 

environment and transmit it intermediate node. The intermediate node will be elected from the list. If the 

information is effectively obtains at the static sink within the timeline, it will be saved otherwise, it will be 

discarded. 

 

 

4. RESULT AND DISCUSSION 

Security is recently a subject of interest not only for scientists and engineers but also for ordinary 

people. We use more and more connected devices and Wireless Sensor Networks (WSN) become an 

important part of a connected world. Trust management is one of the possible solutions for effective security 

assurance in WSN. 

 

 

5. CONCLUSION 

 In this paper, Intensity and trustworthiness awake delay perceptive routing as an improvement of for 

SOR is proposed. The intensity threshold is used to choose the trustworthiness and lower depth intermediate 

sensor that enhance the throughput and diminish the number of hops. In SOR, if the trustworthiness sensor 

occupies near to the sender, then it is elected as intermediate node that increases hop counts and energy 

utilization. In addition, the intermediate sensor increases the expected end-to-end latency. But, ITADP the 

intensity threshold and choose the intermediate sensor is outside the depth threshold. The ITADP achieve 

better network throughput and reduce the energy utilization.  

 

 

 

 

Destination 

Source  

 

 Intermediate 

Data Packet 

a 

m 

b 

h 

f 

e 

d 

j 

i 

k 

t  



                ISSN: 2502-4752 

Indonesian J Elec Eng & Comp Sci, Vol. 9, No. 3, March 2018 :  546 – 548 

548 

REFERENCES 
[1] Freitag L, Grund M, Von Alt C, Stokey R, Austin T. A shallow water acoustic network for mine countermeasures 

operations with autonomous underwater vehicles. Underwater Defense Technology (UDT). 2005. 

[2] A car G, Adams A E. ACMENet: an underwater acoustic sensor network protocol for real-time environmental 

monitoring in coastal areas. IEE Proceedings-Radar, Sonar and Navigation. 2006; 153(4); 365-380. 

[3] Akyildiz I F, Pompili D, Melodia T. Underwater acoustic sensor networks: research challenges. Ad hoc networks, 

2005; 3(3); 257-279. 

[4] Pompili D.  Akyildiz I F, Overview of networking protocols for underwater wireless communications. 

Communications Magazine, IEEE. 2009; 47(1); 97-102. 

[5] Zhang S, Wang Z, Liu M, Qiu M. Energy-aware routing for delay-sensitive underwater wireless sensor networks. 

Science China Information Sciences. 2014; 57(10); 1-14. 

[6] Ali T, Jung L T, Faye I. End-to-end delay and energy efficient routing protocol for underwater wireless sensor 

networks. Wireless Personal Communications. 2014; 79(1); 339-361.  

[7] Hsu C C, Liu H H, Gomez J L G,  Chou C F. Delay-Sensitive Opportunistic Routing for Underwater Sensor 

Networks. Sensors Journal, IEEE. 2015; 15(11); 6584-6591. 

[8] Jafri M R, Sandhu M M, Latif K, Khan Z A, Yasar A U H, Javaid N. Towards delay-sensitive routing in 

underwater wireless sensor networks. Procedia Computer Science. 2014; 37; 228-235. 

[9]    F. D’Alessandro, “On the optimum rod geometry for practical lightning protection systems,” J. Electrostat., vol. 65, 

no. 2, pp. 113–121, Feb. 2007. 

 
 


